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 This Supplemental Bid Bulletin No. 1 is issued to modify or amend the item in the Bid Documents. 
This shall form an integral part of the Bid Documents. 
 

REFERENCE AMENDMENT/CHANGE/CLARIFICATION 

Page 34, Technical Specifications 
BIDDER’S QUALIFICATIONS 

… 
 

 The Bidder/Supplier must have at least one 
(1) Certified Information Security Manager 
(CISM) to comply for the technical 
requirement of this project. The said CISM 
should be connected with the Bidder/Supplier 
for at least three (3) years and shall be the 
technology officer who will supervise & 
monitor the safety and security of the supply, 
delivery, installation and configuration of the 
proposed Cyber Defense Solution - Security 
Operations Center platform. Must submit the 
following as proof: Resume or Curriculum 
Vitae, photocopy of certifications and 
certificate of employment. Sub-contracting of 
personnel is not allowed. This should be 
submitted as part of their Eligibility and 
Technical Proposal. 
 

 The Bidder/Supplier must be an ISO 27001 
Certified for the Implementation & 35 
Administration of Managed Services and 
Cloud Management Services. The said ISO 
27001 Certificate should be submitted as part 
of their Eligibility and Technical Proposal 

 
… 

 
BIDDER’S QUALIFICATIONS 

… 
 

 The Bidder/Supplier must have at least one (1) 
Certified Information Security Manager (CISM) 
or Chief Information Security Officer (CISO) 
to comply for the technical requirement of this 
project. The said CISM/CISO must be a CISM 
for at least 3 years and should be connected 
with the Bidder/Supplier for at least three (3) 
years. The CISM/CISO shall be the technology 
officer who will supervise & monitor the safety 
and security of the supply, delivery, installation 
and configuration of the proposed Cyber 
Defense Solution - Security Operations Center 
platform. Must submit the following as proof: 
Resume or Curriculum Vitae, photocopy of 
certifications and certificate of employment. 
Sub-contracting of personnel is not allowed. 
This should be submitted as part of their 
Eligibility and Technical Proposal. 
 

 The Bidder/Supplier must be a Security 
Operations Certified (SOC) and ISO 27001 
Certified for the Implementation & 35 
Administration of Managed Services and Cloud 
Management Services. The said ISO 27001 
Certificate should be submitted as part of their 
Eligibility and Technical Proposal 

 
… 
 

For guidance and information of all concerned. 
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